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**Self-Efficacy in Information Security**

# What is self-efficacy in information security?

(Ozer & Bandura, 1990) Simply explains that self-efficacy is the way in which people believe to be able to use their skills to promote motivation and cause action to gain control of events. There are theories that self-efficacy is one of the most important factors in humans that change our behaviours (Bandura & Jourden, 1991).

Self-efficacy directly affects tasks that one tries to complete when self-efficacy is high motivation, effort and willingness is higher. This in turn increases one’s chances of succuss within the given environment (Hartzel K, 2003). In this case information security will be the environment being affected.

This makes self-efficacy very important in information security when dealing with attacks such as spyware and social engineering. Self-efficacy makes one believe in the ability to protect their assets from malicious attacks (Rhee et al, 2009, p1).

Self-efficacy could impact information security in different ways which are; higher self-efficacy causes people to be more conscious about security, higher self-efficacy causes people to have stronger intentions to improve security and successful security attacks lower one’s self-efficacy (Rhee et al, 2009, p2.2).

In this review the scope will be looking at how self-efficacy can impact information security and impacts, risks, and improvements we could make to it.

# Impact on end users

Generally higher self-efficacy means people have better information security which does the reverse for those with lower self-efficacy. Lower self-efficacy directly affects two types of security attacks making them much easier to successful gain assets these are; Social Engineering and Spyware attacks.

Social engineering can be made easier by low self-efficacy, this is because they tend to be less conscious on threats. (Krombholz K et al, 2015) This means that attackers find it easier to manipulate them for information assets exploiting people/companies and showing vulnerabilities in security.

The impact social engineering can have on end users is dependent on how big the breach is, they can cause billions of pounds to companies, but end users also have substantial induvial impacts (Workman M, 2007). These impacts cause customers to lose valuable/personal assets, meaning that they can be vulnerable to more threats such as identify theft and loss of control over other personal assets such as their email (Workman M, 2007).

Spyware also is made easier by low self-efficacy; this is because being less conscious on threats means that end users are more likely to install spyware hidden as other data. Impacts of spyware tend to be more on the end-user because they are more targeted towards those who have lower self-efficacy and less information security knowledge.

Spyware commonly is malicious code that sits within the end-user’s system taking information and sending it back to the hacker. 80% of computers have spyware currently installed onto their systems, this is a very high percentage where self-efficacy has come into play. This means that a keylogger could send passwords back to hackers and go undetected since the end user is less information security aware (Moshchuk A et al, 2006, p1).

# Security risks for companies

Research has shown that owners that do not give sustainable budgets for information security, have more security risks within the business. This can be down to self-efficacy, owners that do not understand information security as well tend to give lower budgets (Soomro Z. A. et al, 2016).

Companies are more likely to receive social engineering attacks due to the large amount of support that can be contacted. This means that people pose as others to gain access into their accounts, this can lead to multiple accounts being breached normally through password resetting using Gmail accounts.

The risks these propose for companies is high because, lower budgets mean that they cannot protect assets as well. The low self-efficacy can teach others that security doesn’t matter therefore replicating this low self-efficacy.

# How it can be improved

To improve self-efficacy spreading awareness is the most preferred method, however shared language did not influence either the intention or attitude to share knowledge. (Tamjidyamcholo et al, 2013) Therefore more ways need to be introduced to improve self-efficacy to be able to in turn improve information security.

Improving self-efficacy will reduce the threats of many security risks majorly social engineering and spyware. To be able to address these issues within information security we need to start from the source which is improving self-efficacy within oneself.

To improve induvial self-efficacy within information security we can set small tasks to complete within security and show how these controls are helping to defend our assets. Once they can see that they can improve security, see it working and understand why we need the security, their own self-efficacy will start to improve (Bandura A, 2006).

(Margolis H & McCabe P. P, 2006) Shows one of the most proven ways to improve self-efficacy within social groups is role/peer modelling. This means setting an employee with high self-efficacy a targeted task. The low self-efficacy can watch over and observe how they complete this task, this maximum the observer’s chance to absorb a want to improve. Self-efficacy tends to be improved in this method because we need to show individuals that they can effectively work therefore sparking self-belief in themselves.

# Conclusion

In conclusion self-efficacy is one of the defining features within information security, it subconsciously affects an individual’s cyber security. This means on a personal level and business asset protection is affected because some may not as vigilant and motivated to go out of their way to help better secure data.

(Rhee et al, 2009) helps to conclude that self-efficacy in information security is a defining aspect and should be considered more widely. It is a serious topic that causes many human errors daily therefore breaches within information security comprising assets.

Research has shown that self-efficacy has many flaws that need to be improved, it is hard to develop methods to enhance self-efficacy since it is psychological. As technology advances, we may find we are able to better identify self-efficacy and improve it.
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